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Disclaimer

All information provided on this application is owned and updated by ejada Systems. ejada Systems strives
to ensure the accuracy, reliability, and timeliness of the information. However, the accuracy, completeness
or availability of the content cannot be absolutely guaranteed. ejada Systems is not responsible for any
inaccurate, incomplete, or outdated information or for any actions taken based on this information.

Application Availability

ejada Systems make every effort to maintain this application's accessibility, availability and functionality
to ensure its continuity. However, ejada Systems is not responsible for the unavailability of the application
due to technical issues beyond its control.

Acceptable Use

o The user agrees not to use, encourage, promote, facilitate, or guide others to use the application
for unethical or illegal purpose or activities.

e Use the application only for lawful, authorized, and intended purposes.
e Access only information, data, and services for which he/she has been granted permission.

e Application users may be held personally accountable for consequences resulting from policy
breaches, or intentional misuse of the application.

e Violations of this policy may result in account suspension, disciplinary action, termination of
access.

e Continued use of this application indicates acceptance and compliance with this Secure Usage
Policy.

e By using this application, you agree to these terms and conditions and any periodic updates
published on this application.




Prohibited Activities

e Use applications to transmit offensive, illegal, or inappropriate content, Use the application to
engage in illegal, fraudulent, or unethical activities.

e Violating any laws, regulations, governmental orders, legal documents, or ejada Systems
published policies.

e Attempt to gain unauthorized access, modify, or disrupt application services or data.

e Accessing systems or services without authorization, including but not limited to breaches,
hacking, vulnerability scanning, or penetration testing.

e Disrupting, circumventing, or interfering with any aspect of the application or its security
procedures, including but not limited to the security or authentication measures used on the
application.

e Stealing resources, including unauthorized acquisition of sensitive information or other
resources.

e Sharing user credentials, reuse across platforms, or store in unsecured locations.

e Being not responsible for maintaining the confidentiality of the login credentials.

e Ifyou suspect your account has been compromised, report it immediately to the security team.
e Attempt to bypass or tamper the access controls or restrictions.

e Share confidential, personal, or proprietary data.

e Violating the use of the application and not complying with all applicable organizational, legal,
and regulatory requirements.

e Transferring data outside the application (e.g., via email, cloud storage, external media) without
proper authorization.

e Reverse engineering, decompiling, or attempting to extract source code

e Using the application for any activity that is illegal, unethical, or against ejada Systems policies,
legal and local regulations.




Additional Considerations

e Any unauthorized or suspicious behavior may result in immediate account suspension,
investigation, and legal action.

e Access the application only from secure, trusted devices.

e Application users are required to immediately report any unusual behavior to the security team
such as phishing, account compromise, unauthorized data access or disclosure.

o Intellectual Property: All content on this application is protected under intellectual property
laws, treaties, and agreements to which Saudi Arabia is a party. Unauthorized use, publication,
or reproduction is prohibited.

e Third-Party Links: This Application may contain links to third-party applications. ejada Systems
is not responsible for the content or practices of the third-party applications.

e For any questions about the secure usage policy, please contact us via info@ejada.com
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